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AKTIVACNY SCENAR LEKCIE
vypracovany v ramci projektu

,INOVACIE V SKOLSKEJ VYCHOVE"

TEMA:
Boti, trolovia a falo$né ucty — kto st v skuto¢nosti odosielatelia
informacii?
(Rozpoznavanie neautentickych profilov a automatizovane;j
aktivity na internete)

1. Ciele hodiny

Ziak:

* vie, €¢o su internetovi boti, trolovia a falo§né ucty,

* dokaZe rozpoznat’ zakladné znaky neautentickych profilov na socidlnych siet’ach,

* rozumie, preco sa vytvaraju boti a falosné tcty (komercné, politické, propagandistické,
manipulativne ciele),

* dokdze vymenovat’ jednoduché metédy overovania doveryhodnosti uctu/odosielatel’a
informacie,

* rozvija kritické myslenie, schopnost’ analyzovat’ zdroje a bezpe¢ne pouZivat’ internet.

2. Ciel’ova skupina

Ziaci zakladnej $koly

3. Metody vyucovania

* Brainstorming

* Mini-prednaska s prikladmi (ukézky snimok obrazovky — falo$né profily, aktivita botov)
* Skupinové cvicenie — analyza profilov/odosielatel'ov

* Riadena diskusia

* Individudlna reflexia
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4. Didaktické pomocky / zdroje

* Pocitac, projektor alebo interaktivna tabula

* Snimky obrazovky fiktivnych profilov (pripravené na potreby hodiny)
* Pracovné listy s otazkami na analyzu uctu (profilova fotka, obsah prispevkov, aktivita,
odkazy)

* Stranky a nastroje na fact-checking a analyzu aktivity na internete:

o Pol'sko: https://demagog.org.pl

o Cesko: https://manipulatori.cz, https://demagog.cz

0 Slovensko: https://demagog.sk

o Ukrajina: https://www.stopfake.org/en/news/

o EU: https://edmo.eu, https://euvsdisinfo.eu

o Nastroj na analyzu botov: https://botometer.osome.iu.edu/

5. Priebeh hodiny (45 min)
1. Uvod — je kazdy odosielatel’ informacie skutoény? (5-7 min)

1. Brainstorming (2 min)

» Ucitel’ sa pyta ziakov:

,,Kto moZe publikovat’ spravy alebo prispevky na internete?*

« Ziaci uvadzaju svoje asociécie, napr.:

o bezni pouzivatelia,

o novinari, média, blogeri, influenceri,

o firmy, organizécie, politické strany,

o boti (automatické programy),

o trolovia alebo falo§né ucty vytvorené s konkrétnym cielom.

« Ucitel’ zapisuje odpovede na tabul’'u a zdoraziiuje rozmanitost’ autorov obsahu na internete.

2. Navadzajuce otazky na diskusiu (2—3 min)

» Patri kazdy profil na socialnych siet’ach skutocnej osobe?

* Preco by niekto vytvaral faloSné ucty namiesto zdiel'ania pod vlastnym menom?

* M6Zu boti vyzerat’ a pisat’ ako redlni pouZivatelia?

» Skadial’ vieme, ze spravu, ktori vidime online, napisal skuto¢ny ¢lovek?

* MéZeme plne doverovat’ odosielatel'ovi obsahu len preto, Ze jeho profil vyzera
,profesionalne®?

(Ucitel sa pyta, €i sa ziaci stretli s podozrivymi Gi€tami, napr. bez fotky, opakujiicimi tie isté
komentare).

3. Vyklad ucitela — rozsirené odborné informacie (3—4 min)
» Na internete nie vSetci odosielatelia informacii st skuto¢ni l'udia.
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o Popri beznych pouzivatel'och existuju boti — pocitacové programy, ktoré publikuju obsah
automaticky.

o Existuju aj falosné ucty vedené I'ud’'mi alebo organizaciami, ktoré predstieraju, ze su realni
pouzivatelia, ale ich cielom je manipulacia.

* Ciele tvorby botov a faloSnych uctov:

0 Reklama a marketing — automaticky publikované stovky komentarov propagujicich
produkty alebo sluzby.

0 Propaganda a ovplyviiovanie verejnej mienky — umelé zvySovanie popularity prispevkov,
podpora politickych kampani alebo oc¢ieriiovanie superov.

o Dezinformécia — §irenie fake news, konSpira¢nych tedrii, fdm na vyvolanie emocii a chaosu.
0 Manipulovanie trendov — boti m6zu vytvorit’ dojem, Ze sprava je popularna, hoci v
skuto¢nosti ju nepodporuju redlni l'udia.

* Rozsah problému:

o Odhaduje sa, Ze na populdrnych socidlnych siet'ach moze byt’ 10—15 % tuctov
neautentickych.

o Boti dokazu pisat’ ako l'udia, publikovat’ v r6znych jazykoch a napodobnovat’ l'udské chyby,
aby boli t'azsie odhalitelni.

* Dolezité:

o Ak nevieme, kto je skuto¢ny odosielatel’ informacie, méZeme uverit’ obsahu vytvorenému
len za ucelom manipulacie.

o Falo$ni odosielatelia m6Zu menit’ verejnii mienku, ovplyviiovat’ vol'by, finan¢né
rozhodnutia alebo emocie.

2. Mini-prednaska: Boti, trolovia a falosné uéty (10-12 min)

1. Uvod — preto je ddlezité vediet’, kto je odosielatel’ informacii? (1-2 min)

« Ucitel’ sa pyta ziakov:

,»VZdy vieme, kto v skutocnosti stoji za prispevkom na internete? Je kazdy komentar napisany
skutocnou osobou?*

* Vysvetl'uje, Ze dnesné socialne siete su plné uctov vedenych l'ud’'mi aj automatmi, ktoré
vyzeraju ako bezni pouzivatelia, ale maju skryté ciele — manipulativne, reklamné, politické
alebo propagandistické.

* Pochopenie toho, kto su boti, trolovia a faloSné ucty, pomaha chranit’ sa pred manipulaciou,
podvodmi a dezinformaciami.

2. Internetovy bot (3 min)
* Definicia: pocitacovy program, ktory automaticky vykonava ¢innosti na internete —
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publikuje prispevky, komentuje, lajkuje alebo zdiel'a obsah. M6zZe fungovat’ 24 hodin denne,
rychlejsie ako ¢lovek, hromadne §irit’ informécie.

 Druhy botov:

o Uzito¢né: napr. boti pocasia, informujici o kurze mien, Sportovych vysledkoch.

o Skodlivé: rozosielaju spam, odkazy na podozrivé stranky, fake news, vytvaraja iluzérnu
podporu pre politické myslienky alebo konSpiracné tedrie.

* Priklad fungovania: pocas volebnych kampani v r6znych krajinéch boli boti vyuzivani na
Sirenie tisicov identickych prispevkov, aby sa vytvoril dojem, Ze ,,vSetci rozmyslaju
rovnako.

» Otazka pre ziakov: ,,Znamend pocet lajkov alebo komentarov vzdy, Ze je obsah popularny
medzi skutoénymi 'ud'mi?*

3. Internetovy troll (3 min)

* Definicia: osoba (niekedy platend, niekedy z vlastnej vole), ktorej cielom je provokovat,
urazat’, rozoStvavat’ I'udi na internete.

* Troll predstiera, Ze je bezny pouzivatel, ale jeho prispevky maju vyvolat emocie: hnev,
strach, poburenie.

* Znaky ¢innosti trolla:

o provokativne otazky a urazlivé komentare,

0 vysmievaju sa inym, prekracaju ich slova,

0 pouZivaju 1Zi alebo polopravdy na vyvolanie chaosu.

* Preco su trolovia problémom?

o rozbijaju vecnu diskusiu,

o modzu Sirit’ fake news alebo propagandu,

o vytvaraju tlak na pouzivatel'ov a odradzajui od vyjadrenia vlastného nazoru.

» Otazka pre ziakov: ,,Stretli ste sa niekedy s komentdrom na internete, ktory mal jediny ciel
— vyprovokovat’ hadku?*

4. Falo$ny ucet (3—4 min)
* Definicia: profil vytvoreny osobou alebo organizaciou, ktory sa tvari ako realny pouZivater,
ale sluzi na manipulaciu verejnej mienky, reklamu alebo podvody (napr. ziskavanie udajov).

* Typické varovné signaly:
o chyba skutoc¢na fotka (alebo je pouzita zoznamova/stockova),
o podivné meno uctu, napr. ret'azec Cisiel,
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o malo priatel'ov ¢i sledovatel'ov, chyba interakcia,
o masové publikovanie rovnakého obsahu v réznych skupindch ¢i strankach,
o zdiel'anie odkazov na nezname, nedoveryhodné weby.

* Priklad fungovania: falosné ucty mozu byt’ vytvarané na umelé zvySovanie podpory pre
nejaku ideu (napr. stovky komentarov chvalia jedného politika alebo utocia na jeho supera).

5. Preco sa tvoria boti, trolovia a falo§né ucty? (2-3 min)

» Manipulacia verejnou mienkou: najmé pocas volebnych kampani — vytvaranie iluzie
,vacsinovej podpory*.

* Propaganda: posiliiovanie konspiranych teorii, Sirenie dezinformécii pocas kriz alebo
informacnych vojen.

* Reklama a marketing: vydavanie sa za ,,obycajnych zakaznikov®, ktori chvalia produkt
alebo kritizuji konkurenciu.

« Sirenie chaosu a nepriatel’stva: podnecovanie konfliktov medzi skupinami, posiliiovanie
rozdelenia a emocii.

* Podvody: ziskavanie udajov, odkazy na falo$né stranky kradntce informécie.

6. Zhrnutie — ako sa branit’? (1 min)

* Neverit’ kazdej sprave len preto, Ze je populdrna alebo ¢asto komentovana.

» Skontrolovat’, kto je autor — profil, histéria aktivity, zdroje.

» VyuZivat’ ndstroje na analyzu botov a faloSnych uc¢tov, napr. Botometer.

» Pamitat’, Ze cast diskusii online moZe byt umelo vytvarana, nie vysledkom skutocnych
nazorov l'udi.

3. Skupinové cvicenie — ,,Pravy alebo faloSny odosielatel’?* (15-20 min)
Ciel’ cvicenia
* Naucit’ ziakov analyzovat’ internetové profily z hl'adiska ich doveryhodnosti.

* Upozornit’ na znaky falosnych uctov, botov a trolov.
» Ukézat, Ze nie kazdy ucet na internete je tym, za koho sa vydava, a ako to prakticky overit’.

Priebeh cvifenia — krok za krokom

1. Rozdelenie do skupin (1 min)
* Trieda sa rozdeli na 3—5 timov po 3—4 osoby.
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» Kazda skupina dostane subor 3 fiktivnych profilov (vypisy, slajdy alebo pripravené
karticky):

Profil A — autenticky pouZivatel’: normalne fotografie, roznorodé prispevky,
interakcie s inymi, prirodzeny jazyk.

Profil B — bot: opakujuce sa komentare, chyba fotka alebo vSeobecny obrazok,
publikovanie v neprirodzene rychlom tempe.

Profil C — falo$ny troll: urazlivy alebo provoka¢ny obsah, chybaji skuto¢né udaje,
casto odkazy na podozrivé weby.

Profil A — Autenticky pouzivatel

Meno a priezvisko: Anna Kowalska
Profilova fotka: selfie v parku, usmiata, prirodzené svetlo

Popis v profile: ,,Milovni¢ka cestovania, knih a dobrej kavy @ -

Posledné prispevky:

1.

2.

3.

Fotka z vyletu do Gdanska — popis: ,,Uzasny vikend pri mori § “ (25 lajkov, 6
komentéarov od priatel’'ov).

Zdielanie ¢lanku o novych knihdch v mestskej kniznici — komentar: ,,UZ viem, €o si
poZi¢iam!*

Fotka kavy z kaviarne, oznaenie kamaratky: ,,Dakujem za stretnutie, Katka!“

Aktivita:

* Blahozela priatelom k narodeninam (,,VSetko najlepsie, Peter!*).
* Odpoveda na komentare.

* Publikuje 2-3x tyzdenne.

* Obsahuje rozne témy — cestovanie, hobby, kazdodenny Zivot.

Profil B — Bot

Pouzivatel'ské meno: @info_news_fast
Profilova fotka: ikona zemegule v modrej farbe (stock).
Popis v profile: ,,Najnovsie spravy 24/7¢

Posledné prispevky:

=

5 prispevkov za 2 mintty — vSetky ten isty ¢lanok s odkazom, len iny titulok.
Komentare pod ndhodnymi postami: ,,Pozri tu >> [link]*, ,,NeuveriteI'né, uvidi§ sdm
— bez vzt'ahu k obsahu.

Zdiel'anie obsahu len z jednej webovej stranky.

'CG
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Aktivita:

* Publikuje vo dne aj v noci v neprirodzene rychlom tempe.
« Ziadna interakcia s inymi — nulova odpoved’ na komentare.
« Ziadne osobné fotky ani pribehy.

Profil C — Falosny troll

o Pouzivatel'ské meno: @Pravda bez cenzury
o Profilova fotka: rozmazana tvar s kapuciiou.
e Popis v profile: ,,Hovorim, ako je. Nie pre naivnych.*

Posledné prispevky:

1. Uréazlivy komentér pod fotkou zndmej osoby: ,,Tvoje miesto je vo vizeni!*
2. Odkaz na podozrivu stranku: ,,Skutocné fakty, ktoré v médiach neuvidis [link]“.
3. Provokacny status: ,,Kto eSte veri tejto propagande? Prebud’te sa!

Aktivita:

« Casto pouziva CAPS LOCK, emotikony & @ .
 Hanebné komentare, ktoré vyvolavaju hadky.

* Chybaju skuto¢né tidaje a fotky.

* Publikuje 1-2x denne, ale na viacerych miestach naraz.

2. Pomocny nastroj — ,,Karta varovnych signalov* (5 min)
Kazda skupina dostane kontrolny harok s vypisom signélov, ktoré m6Zu naznacovat’
neautenticky profil:

Karta varovnych signalov — Je ucet pravy?

Varovny signal Oznaé (V' / X)
Chyba profilova fotka alebo je z internetu (stock, zndme osoby)
Divné pouzivatel'ské meno (Cisla, nahodné znaky)
Ziadne tdaje o majitelovi (bio, miesto, datum zaloZenia)
Vel'mi malo priatel'ov/sledovatel’'ov alebo len podozrivé ucty
Opakovanie rovnakych komentarov na viacerych miestach
Publikovanie v neprirodzene kratkych intervaloch, nonstop
Odkazy veduce na nezname alebo pochybné weby
Jazyk plny agresie, provokacie, urazok

© 0 N o o1& WN P A

Ziadna interakcia s inymi (nik neodpoveda, Ziadne reakcie)
10 Obsah iba k jednej téme, bez rozmanitosti (napr. len politika)

(Ulohou skupiny je prejst’ kazdy profil pomocou tejto karty a zazna¢it' signaly.)
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3. Analyza profilov (7-8 min)
» Skupina prehl'adé profil a do tabul’ky oznaci, ¢o je doveryhodné a ¢o podozrivé.
» Odpoveda na otazky:

1. Aké varovné signaly sa vyskytuju v profile?

2. Je ucet autenticky, bot alebo troll?

3. Ako mozno overit’ doveryhodnost’ uctu (napr. vyhl'adat’ fotku cez Google Images,
skontrolovat’ odkazy, porovnat’ komentare)?

Tabul’ka na vyplnenie:

Nazov profilu Co vyzera doveryhodne?  Co je podozrivé? AKko to overit’?

Profil A

Profil B

Profil C

4. Prezentacia vysledkov (4-5 min)

» Kazda skupina odprezentuje zavery v 2-3 minutach.

« Ucitel zapisuje na tabul'u najcastejsie ,,Cervené vlajky* falosnych odosielatel'ov, vznika
spolo¢ny zoznam triedy.

Zavery

* Na internete nie kazdy odosielatel’ je tym, za koho sa vydava.

* Falo$né ucty mozu pdsobit’ vel'mi realisticky, ale prezradzaju ich urcité vzorce spravania.

* Skor nez uverime informadcii online alebo ju zdiel'ame, treba si overit, kto je autor a ¢i tiCet
vyzeré autenticky.
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4. Diskusia: Ako rozoznat’ faloSného odosielatel’a na internete? (8—10 min)

Ciel’ diskusie

* Rozvijat’ schopnosti kritického myslenia a analyzy obsahu na socidlnych sietach.

» Uvedomit’ si, ze faloSné profily, boti a trolovia m6zu vyzerat’ veI'mi doveryhodne, no ich
cielom je manipulacia, provokacia alebo Sirenie dezinformacii.

* Vypracovat zasady bezpecného reagovania na podozrivé ucty a komentare.

1. Otazky pre Ziakov (rozsirené)

1.

Je jednoduché odlisit’ pravy ucet od falosného?

Co spdsobuije, ze profil na prvy pohl'ad pdsobi doveryhodne?
Je vzhl'ad profilu vzdy zarukou, Ze ide o skuto¢ného odosielatel'a?

Aké varovné signaly mozu naznacovat falosného odosielatel'a?

(opiera sa o zoznam z predoslého cvicenia: chybajuca fotka, divné meno, malo
priatel'ov, opakovanie prispevkov, odkazy na nezname stranky, ziadna interakcia).
Stretli ste sa s takymi uctami?

Preco st boti a trolovia G€inni pri Sireni fake news?

Znamena pocet komentarov, lajkov a zdiel'ani vZdy, Ze obsah je pravdivy?

Ako funguje ,,efekt davu* na internete — verime l'ahSie, ked’ vidime stovky rovnakych
komentéarov?

Ako mdzeme overovat doveryhodnost’ uctu predtym, nez uverime jeho obsahu?
Da sa skontrolovat’ profilova fotka (napr. vyhl'adavanim obrazkov)?

Da sa zistit’, odkedy ucet existuje a akti ma historiu aktivit?

Preco je dolezité porovnat’ informacie v inych zdrojoch?

Mame reagovat’ na provokativne komentare?

Ma diskusia s trollom zmysel, alebo len ,,zivi“ konflikt?
Ako reagovat’ bez zbytocnych hadok? (napr. nahlasit, ignorovat’, zablokovat).

2. Dodato¢né otazky na prehibenie
» M6ze bot predstierat’ redlnu osobu, ked’ zdiela fotky a kratke komentare?
* Ako odlisit’ skuto¢né emocie ¢loveka od naprogramovanych reakcii bota?
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» Stretli ste sa so situdciou, ked’ viacero profilov v kratkom ¢ase napisalo to isté? Ako to
ovplyvnilo vase vnimanie témy?

3. Ukazkova situacia na analyzu (volitel'né)

Ucitel’ ukaze kratky fiktivny aryvok z diskusie online:

* 5 roznych uctov komentuje clanok rovnakymi slovami: ,,To je vina politikov! Treba ich
odstavit’!*

* Po kliknuti na profily vidno: ziadne fotky, zvlaStne mend, nulova historia prispevkov.

Otazky pre Ziakov:

« Co mdzZe naznadovat, Ze ide o falo§nych odosielatelov?

» MozZe takato opakovanost’ komentarov zmenit’ nase vnimanie témy?
» Ako overit, ¢i za G¢tami stoja redlni 'udia?

4. Odporucania pre ucitela

* Podporuj Ziakov, aby uvadzali konkrétne priklady zo svojho Zivota (bez zdiel'ania osobnych
udajov ¢i nazvov profilov).

 Zabezpec, aby Ziaci rozumeli, Ze anonymita na internete nemusi vzdy znamenat’ faloSného
odosielatel’'a — dolezita je analyza spravania uctu, nie iba absencia mena.

» Zdorazni, ze popularita prispevku nie je dokazom jeho pravdivosti — boti a trolovia mézu
umelo vytvarat ,trendové* témy.

5. Zhrnutie diskusie (2 min)

* Na internete nie kazdy odosielatel’ je tym, za koho sa vydava — mdze ist’ o bota, trolla alebo
falo$ny profil s konkrétnym cielom.

* NajdolezitejSie zasady:

Kontroluj profil: fotku, historiu, opakovanie obsahu, odkazy.

Mysli kriticky — pocet lajkov a komentarov neznamena pravdu.

Neziv trollov — nechod’ do zbyto¢nych konfliktov, podozrivé tcty radSej nahlés.
Overuj informacie vo viacerych zdrojoch predtym, nez im uveris alebo ich zdiel’as.

el A

5. Zhrnutie a reflexia (7 min)

Ulohy pre Ziakov:

Ziaci dokondia vety:

* ,,Dnes som pochopil/a, Ze nie kazdy odosielatel’ informéacie...*
* ,Najl'ahSie rozpoznat falosny ucet podrla...*

* ,Skor nez uverim sprave, overim si...*
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Spolo¢na praca triedy:

Na flipcharte vznika zoznam: ,,Ako sa chranit’ pred botmi a trollmi?“
* overujem fotky a udaje profilu,

* pozeram sa na historiu prispevkov a aktivitu,

* porovnavam informacie v nezavislych zdrojoch,

* nereagujem impulzivne na provokécie,

* vyuzivam nastroje na analyzu botov (napr. Botometer).

Zaver uclitela:

Zdorazni, ze vedomy pouzivatel internetu vie oddelit’ autentickych odosielatel'ov od
falo$nych a chranit’ sa pred manipulaciou.

o Falos$né ucty, trolovia a boti m6zu byt’ vel'mi realisticki, no odhali ich spravanie a

VZOrCe.

o Kiritické myslenie, overovanie zdrojov a pokojna reakcia su zakladom bezpecného
fungovania online.

6. Slovnik pojmov

Pojem

Bot
(internetovy)

Troll
(internetovy)

Falo$ny ucet
Manipulacia
online

Overovanie
zdrojov

Dezinformacia

Definicia
Pocitacovy program, ktory automaticky vykondva tillohy na internete — napr.
pridava prispevky, lajkuje, komentuje alebo zdiel'a obsah. M6Ze fungovat’
nonstop a §irit” vel'ké mnoZstvo informacii, ¢asto s cielom manipulacie.

Osoba, ktorej cielom je provokovat, urdzat’ a vyvoldvat’ konflikty v online
diskusiach. PouZiva polopravdy, agresivny jazyk a manipulativne otazky.

Profil na sociélnej sieti, ktory predstiera, Ze patri realnemu ¢loveku, ale v
skuto¢nosti bol vytvoreny na manipulaciu, reklamu, propagandu alebo
podvod.

Zamerné skresl’'ovanie informacii, predstieranie identity, opakovanie
rovnakych komentarov, aby sa ovplyvnila verejna mienka alebo vyvolali
emocie.

Proces kontroly, kto je autor informécie, aki ma historiu, ¢i uvadza
doveryhodné odkazy a ¢i je jeho obsah podporeny faktami.

Nepravdiva alebo zavadzajlica informéacia Sirena s cielom oklamat’,
zmanipulovat alebo ziskat’ vyhodu (politickt, finan¢nu, spolo€ensku).

7. Metodicka prirucka pre ucitel’a — rozSirena verzia
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1. Klac¢ové myslienky hodiny

* Na internete nie kazdy odosielatel’ je tym, za koho sa vydava.

* Boti, trolovia a falosné ucty mozu byt’ vyuzivani na manipulaciu, propagandu, reklamu ¢i
podvody.

* Ddvera v obsah by mala byt’ podmienena kritickou analyzou zdrojov a autora.

* Popularita prispevku (pocet lajkov, zdiel'ani) nie je dokazom jeho pravdivosti.

2. Odporucéané metody prace

» Rozhovor a diskusia — aby Ziaci sami pomenovali skusenosti s falo§nymi uctami.
* Praca v skupinach — analyza profilov rozvija schopnost’ kooperacie a kritického
pozorovania.

* Praktické cvi¢enia — vyuzitie ,,karty varovnych signalov* zvySuje zapamétanie.

* Reflexia — ziaci si formuluju osobné zasady bezpe¢ného spravania online.

3. Upozornenia pre uclitel’a

« Ziaci moZu spontanne spomenit’ realne profily alebo mené — treba ich nasmerovat’, aby
neuvadzali citlivé udaje.

* Délezité je zdoraznit', Ze anonymita sama osebe neznamena faloSny ucet — rozhoduju
spravanie a obsah.

* V pripade, Ze sa rozprudi konflikt (napr. rozdielne nazory ziakov), ucitel’ dba na
reSpektujicu diskusiu.

* Tému je vhodné prispdsobit’ veku — mladsi Ziaci moZu lepSie reagovat’ na jednoduché
priklady, star$i na komplexné scenare.

4. Alternativne varianty hodiny

* Pre mladsich Ziakov: zjednodusit’ obsah, viac pracovat’ s obrazkami a prikladmi zo zivota
(napr. falo$ny profil celebrit).

* Pre starSich zZiakov: doplnit’ fakty o vyuzivani botov v politickych kampaniach, ukazat’
realne pripady z médii.

« Online verzia hodiny: pouzit’ realne printscreeny (s anonymizaciou), Ziaci oznacuji
podozrivé znaky priamo v dokumente.

5. RozSirenie tétmy — doméaca uloha alebo projekt

« Ziaci pripravia kratky poster alebo prezentaciu: ,,Ako odhalit’ falogného odosielatela?

« Uloha v dvojiciach: najst’ 1-2 profily (anonymizované), ktoré mozu pdsobit’ podozrivo, a
spisat’, aké signaly to dokazuju.
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* Projekt: vytvorit’ ,,Pravidla bezpe¢ného pouzivania socidlnych sieti* — triedny kodex na
plagat.

6. Hodnotenie prace Ziakov

* Pozorovanie ucitela: zapajanie sa do diskusie, schopnost’ pomenovat’ znaky faloSnych
uctov.

* Vystupy skupinovej prace: kvalita analyzy profilov, argumenty pri prezentacii.

* Reflexia: ¢i ziaci dokazu formulovat’ osobné zasady bezpecného spravania.

8. Vzdelavacie a fact-checkingové zdroje

Medzinarodné portaly fact-checkingu:

» EUvsDisinfo — iniciativa Eurdpskej unie na odhalovanie dezinformacii.

* Snopes — jeden z najstarSich a najznamejSich fact-checkingovych portalov.

* FactCheck.org — americky nezéavisly portal na overovanie pravdivosti verejnych vyhlaseni a
informaécii.

Slovenské a regionalne zdroje:

» Demagog.sk — slovensky portal overujtci vyroky politikov a verejnych Cinitel'ov.
» Kon$piratori.sk — databaza pochybnych a dezinformacnych webov.

* Infosecurity.sk — analyzy dezinformaénych kampani a trendov v online priestore.

Vzdelavacie iniciativy a materialy:

* Media Literacy Now — globalne zdroje pre medidlnu gramotnost’.

* Lie Detectors — eurdpska iniciativa pre pracu s mladeZou v oblasti rozpoznavania fake news.
* Checkology — interaktivna platforma pre Skoly na tréning medialnej gramotnosti.

Nastroje na overovanie informacii a profilov:

* Google Obrazky / Obrazkové vyhl'adavanie — spdtné vyhl'adavanie fotiek.
* TinEye — vyhl'addvanie zdroja obrazkov.

» Botometer — nastroj na odhalenie botov na Twitteri/X.

» Whois Lookup — overenie vlastnika webovej domény.

Ol
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