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AKTHUBYIOUHNH CIIEHAPI YPOKY
PO3po0JIeHUI B pAMKAaX MPOEKTY

LJTHHOBAIIIi B NIKLJILHIA OCBITI"

Tema:

Phishing i ¢panbmusi cropinku

1. Iliusti ypoky
VYyens:

e po3ywmie, mo Take phishing i ¢panpimBa iHTEpHET-CTOPIHKA,

e MOJKE BKa3aTH HaHIOLIMPEHIIIi METOAN KiOep3IOYHHIIIB,

e 3Hae, AK QanplnBi ToBlIOMICHHS 1 fake news BUKOPUCTOBYIOThCS JUIs LIaXpaiicTBa,
e 3HAWOMHTHCS 3 OCHOBHUMH IPABHJIAMH O€3MEKH B MEPEXi,

e pO3BHBA€ BMiHHA aHANI3yBaTU OHJIAWH-KOHTEHT 1 KpUTHYHE MUCIICHHS.

2. HinboBa rpyna
V4HI TOYaTKOBUX MIKLI
3. MeToau HABYAHHSA

e Mo3KkoBHil IITYpM

e  MiHi-nexiis 3 mpuKIagaMu

e Amani3 BumajxiB (case study)

e I'pynosa Bnpasa —,,CrpaBxHs 4M (ajblIMBa CTOpiHKa?”
o CkepoBaHa AMCKYCIs

e InauBigyanbHa peduiekcis

4. HaBuaabHi MaTepiajam / T:kepesa

o Kowmm’totep, mpoekTop, iIHTepaKTUBHA AOIIKA
e CkpinmotH (ikTuBHUX phishing-mucTiB Ta GanpIMBUX CalTIB
o Kaprtka ,,10 nonepemxyBanbHux curaaiiB phishing-y” (ans po3nadi y4HsiM)
e Cnucok OCBITHIX Ta ()aKTYEKIHTOBHX CTOPIHOK:
o Iomema: https://niebezpiecznik.pl, https://demagog.org.pl
o Yexis: https://manipulatori.cz
o CnoBayumnna: https://hoax.sk
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o Ykpaina: https://www.stopfake.org/en/news/
o €C: https://edmo.eu, https://www.europol.europa.eu/crime-areas-and-
trends/crime-areas/cybercrime

5. Ilepe0ir ypoky (45 xB)
1. Beryn — 4yu 3aB:KaM B iHTepHeTi 0e3neyno? (57 xB)
1. Mo3koBHuii IITYpPM — 10CBi YuUHiB (2—3 XB)

e YuuTenb NPOCUTH YYHIB HABECTH NMPUKIIAAN CUTYaLlil, KOJIU:
o OTpPHMAJH JUBHE MOBijmoMIIeHHS e-mail abo SMS,
o XTOCh HaficlaB iM MiJ03pijie MOCUIAHHS Y COIMEPEkKaX,
o 3’sBWJIACh CEHcalliiHa iH()OpMAIIis PO BUTPAIl YH JIOTEPEIO, KA CIIOHyKaJIa
HATUCHYTH Ha JIHK.
e Biamnosini yuHiB MOXKHA 3alKcaTy Ha JIOIIL Y 1B KOJIOHKH: ,,3/1aBaJloCs MPaBAUBUM /
,,BUKITUKAJIO Mi03py’’, 100 TOKa3aTH, M0 HE BCi TIOBIJIOMJICHHS BiJIpa3y BUTIISIAIOTh
SIK IIaXpancTBO.

2. HaBigni 3anuranns (2-3 xB)

e Uu Tparuisiocst BaM OTpUMATH MOB1IOMIICHHS 3 OOILISTHKOIO BUTpAIlly, Cyrep-akilii abo
LIBUAKOTO 3ap00iTKy, ajie BOHO BUIJISIIAJI0 Mi03pijao?

e Yu KOXXHE MOBIJJOMJIEHHS, IKE€ MU OTPUMY€EMO B IHTEPHETI, € MIPaBAUBUM 1
6e3neyHum?

e JSIki 3arpo3u MOXYTh KPUTHUCS 32 HATUCKAHHSM Ha HEBIJJOMUH JIIHK?

e Uu moxe QanpuiBe MOB1IOMIEHHS IPU3BECTH 10 KPAI1KKH I'POILIEH, Maposis Bijl
OHJIAMH-TPH YM 3aXOIJICHHS aKayHTa y colMepeskax?

e Yomy kiOep3s104MHIII XOUYTh, 11100 MU JISUTH IIBUAKO W 6€3 pO3TyMiB?

(Yuutenb 3a0X04ye yUHIB KOPOTKO AUTUTHCS 1CTOPisIMH — 0€3 MOJaHHs MPUBATHUX JaHUX YU
iMeH 0ci0.)

3. [losicHeHHs1 BUMTeJIsA — po3lIMpeHa iHdopmanis (2 XB)

e Phishing — e iHTepHeT-11aXpaiicTBO, METOIO SIKOTO € BUMAHIOBAaHHS KOHDIACHIIIHHOT
iHpopmauii (mapoJi, JOriHU, HOMEPHU TUIATHKHUX KAPTOK, OCOOUCTI JaHi).
o [Ilaxpal BUKOPUCTOBYIOTb:
o (ampmmBi e-mail uu SMS, Bunaroun cede 3a 6aHK, Kyp €pCbKy KOMIAHIIO,
TOPTOBENBHY IUIAT(GOPMY UM 3HAHOMOTO 3 KOHTAKTIB,
o fake news abo ceHcalliiiHi 3aroJI0BKH, 0 BUKIUKAIOTH EMOIIi — CTpax,
MOCMiX, Ha/Il0 Ha BUTpAIll,
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o (anpmmBi CaliTH, SKi BUTTIAAAIOTH Mailke TaK caMo, SIK CIIPaBKHI CTOPIHKH
0aHKiB, Mara3uHiB YU COILIAIbBHUX MEPEK.
e OcHoBHa meTa phishing-y — 3MyCUTH )epTBY HATHCHYTHU Ha JIIHK, 3aBAaHTAXXKUTH (aii,
BBECTH JIaH1 BXOJly UM MIATBEPANUTH OIUIATY, TYMAIOUH, IO e Oe3MevHa CTOPiHKa.
e Hatuckanns Ha (anbInBe MOCHIAHHS MOXKE TPU3BECTH JI0:
o KpaabKKH IpoIieii 3 0aHKIBCHKOTO PaxyHKY,
o 3aXOIUICHHS aKayHTIB Y irpax, 3aCTOCYHKaX YH COIMEpPEexKax,
o TOWHWPEHHS BipycCiB 1 mmuryHcbkoro 13 Ha koM’ roTepi uu TenedoHi.

(BaxxnuBo minkpecnutu: xkepTBu phishing-y He BuHHI — BuHHI maxpai. KoxkeH moxe ctatu
KEPTBOIO MAHIMJIAII, IKIO HE Oyae 00CpEKHIM. )

2. MiHi-nekuis: Phishing, gansmmusi cropinkm i nesingopmanis (10-12 xB)
1. Beryn — 3arpo3u B mepexi (1 xB)

e YuuTenp MuTa€ y4yHiB:
o ,,Yu Tpamsiocs BaM OTpUMAaTH MOB1IOMIICHHS Bil HEB1IOMOi 0COOH 3 JIIHKOM
a00 TIpOXaHHSM BBEeCTH JaHi?”’
o 51K MU pO3Mi3HAEMO, UM MOBiIOMIIEHHS Oe3neune?”
e BBoaute Temy, niaxkpeciiorouy, mo phishing 1 GpanbmnBi CTOPIHKY — L€
HalMoImuMpeHilli iIHCTPYMEHTH KiOep370YHMHIIB, sIKI BAKOPUCTOBYIOTH J€31H(QOpMALLit0
Ta eMoIIli, 00 HAC OIIYKATH.

2. Buznavenns phishing-y (2 xB)

e Phishing — 1e iHTepHeT-1IaXpaiicTBO, METOIO SIKOTO € BAMAHIOBAaHHS 0COOMCTHX
JIaHuX abo TpollieH, HaifyacTiie yepes:
o e-mail, SMS, noBigoMJIeHHS B MECEHI)KEpax,
o (ampmmBi caifTu, M0 BUAAIOTH ceOe 3a OaHKH, Mara3uHu, COIMEPExKi,
o ¢anpmmuBI croBileHHs Y Opay3epi abo 3actocyHkax (,,Bam Tenedon
3apa’keHO — HATHCHITh, 100 BUNPABUTH ).

e [{imp KiOEp3IOUHHITIB:

OTpPHUMAaHHS JIOTiHIB 1 MapoiB,

KpaJiKKa rpouieif i3 paxyHKiB,

3aXOIUICHHS aKayHTIB Y COLIMEpekKax,

PO3CHIIaHHS HOBHX IIaXPalChKUX MOBIIOMIICHD JIPY3SIM KEPTBH.

O

o O

3. ®aabmNBi iHTEPHET-CTOPIiHKH (2 XB)

e Ile caiiTu, mo BUIalOTh cede 3a CIpaBxkKHi:
o MaloTh CXOXKY ajpecy (Hampukiasm, ,,paypal.com” 3amicTs ,,paypal.com”),
o KOIIIIOTh IU3aifH 0aHKy YU MarasuHy,
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o TPOCSTH BBECTH JIaHi1 BXOly, HOMEp KapTKH, OCOOUCTI JaHi.
o KibGep3mounHIl 9acTo PO3CHIIAIOTH ITOCHIIAHHS Ha Taki CTOpiHKH y phishing-
MOBIJOMJICHHSIX, BUKOPHCTOBYIOUH 3aJIsIKYI04i a00 CeHcalliliHi 3aroJIoBKU (HaTp.
,,Balll akayHT OyJ1e BUJIaJICHO, SKIIO HE IiITBEPAUTE JaHi”).

4. TexHiku, sIKi BAKOPUCTOBYIOTH maxpai (3 xB)
VYyuTtens NOSACHIOE TUIIOBI METOAM MaHIMYJIALIT 3 TPUKIATAMU:

1. Ilokxyroui moBizoMiIeHHs:
o ,,Bamr akayHT Oyne HeraiiHO 3a0JIOKOBaHMIA, SIKILIO BU HE HATHCHETE Ha
nocusanHs!”
o BuxopucToByOThH CTpax 1 mocIix, o0 XkepTBa Aisiia IMIYIbCUBHO.
2. OOiusIHKH BUTpalLy YU CyNep-Tpono3uiLii:
o ,,Bu Burpanu HoBwuii Texedon!”, ,,OTpumaii 0e3KOITOBHHIA KYIIOH — TUIBKH
choroaHi!”
o BuxnukaroTe Haji0 Ha BUrpail abo MpuOyTOK.
3. BunpaBanHs ce0e 32 YCTAHOBH:
o [IloBimommeHHS, CX0Xi Ha Ti, IO BiJl OAHKY, Kyp €pPCbKOi CIy»)OH, 3HalIOMOTO 3
KOHTAKTIB.
o Yacro maroTh miapoOiIeHe J0ro, CXoxy e-mail agpecy, ane HacmpaBi 1e
maxparl.
4. TlocunaHHA Ha (PaTbUIUBI CTOPIHKHU:
o ImiTyroTh maHens BX0y 10 OaHKY, COLIMEPEX YU IHTEPHET-Mara3uxy.
o [Ilicns BBeeHHS NaHUX 3JI0YMHII OTPUMYIOTH IIOBHUN AOCTYII 0 aKayHTa.
5. Jesindopmanis i fake news:
o @anpmKBiI HOBUHHU NPO KatacTpodu, HeOe3neky abo ,,TaeMHI akIii”, AKi
3a0X0UYYIOTh MEPEUTH 3 IM1I03PLITUM JTHKOM.
o Ilpuknan: ,,TepminoBo! ¥V Bamomy MicTi Oyzie eBakyallisi — OJIMBUCH CITUCOK
Micib!” (MOCWIIAHHS BEJIE HAa CAMT Il BUMAHIOBAHHS JIAHUX ).

5. 3’130k phishing-y 3 fake news (2 xB)

o Fake news MOXyTb OyTH IHCTpYMEHTOM KiOep3/104nHY, KOJIH:
o CTBOPIOIOTH (pasIbIIMBE BIAUYTTS HEOE3MEKH YU CEeHCallli, 00 3MyCUTH

KIIIKHYTH,

o IMITYIOTh TTOBITOMJICHHS BiJ HQAIWHUX THCTUTYIIHN 9u 1HQOpMAITIHHIX
MOpTaJliB,

o BHUKOPHUCTOBYIOTH MOIIMPEHHS Y COIIMEPEkKax JJIsi MACOBOTO PO3MOBCIOKEHHS
1axpancTsa.

o EdexTusnuii phishing yacto noennye enement 6pexHi (fake news) 1 panpmmsi
CTOPIHKH, CTBOPIOIOYM BPaXKEHHS aBTEHTUYHOCTI Ta TUCKY Yacy.

6. Hacaigkm s sxeptB (1-2 xB)
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o ®diHaHCOBI: KpaaiXKKa rpouieii i3 0aHKIBCHKUX PaXyHKIB, HECAHKIIIOHOBAHI IJIATEXi.

o IIpuBaTHOCTi: 3aX0IIEHH 0OCOOUCTUX JaHUX, SKI MOKYTh OyTH BUKOPHUCTaHI B
IHIINX IaxpancTBax.

o CouiajbHi: 3aX0IUICHHS aKayHTIB y COIMEpekKax, PO3CUIaHHS IaXpaiChKUX
MOBIJIOMJICHB JIPY3SIM.

e Ilcuxousorivni: crpec, mo4yTTs COpoMy ab0 MPOBUHU, 3HIKEHHS JOBIpH 10
CIIPaB)XHIX YCTAHOB.

7. Hincymok mini-aekuii (1 xB)

e Phishing — e moeaHanus maxpaiicTBa, MaHIIYJALIA eMOLIAME Ta Ae3iH(opmarii.
e KepTBOIO MOXXE CTaTH KOKEH — HABITh OOCPEIKHI JIIOJIH.
e OCHOBHI IIpaBUJIa 3aXHUCTY:
1. He HaTtuckaty Ha Mi03piii JIIHKY 1 HE BIIKPUBATH BKJIAJACHHS BiJl HEBIIIOMUX
Bi/INPAaBHHKIB.
2. TlepeBipsTu agpecu caiTiB i e-mail (OMUIKH y CIOBaX, AWBHI JOMEHH).
3. Hikonu He HaaBaTu KOH(IACHIIIHI JaHi, SIKIIO € X0ua O TiHb CYMHIBY II0JI0
JDKepelia OB IOMIICHHS.

(Yuurens neMOHCTpYe Ha cinaii npukian GiktuBHOTO phishing-nucra, mo6 yuHi Moriu
BKa3aTH, 1[0 B HbOMY MiJ03piJe.)

3. I'pynoBa Bnpasa — ,,Cnpap:xHs 4yu panbmusa cropinka?” (15-20 xB)
Lins BnpaBu

e Po3BuTOK yMiHB po3ni3HaBaTH cripoOu phishing-y.

o HaBuaHHs y4HIB aHami3y MiA03pUINX MOB1IOMJIEHb 1 CAlTIB.

e YCBIIOMIJIEHHS TOTO, K KIO€p3JI0UHMHLII MaHITyIIOI0Th EMOLISIMU (CTpax, MOCTIIX,
BUTpaIll), 1100 3MYCUTH BBECTH JIaH1 YA HATUCHYTH Ha JIIHK.

e CTBOpEHHS BIaCHUX IPaBUJI OE3MEKU B IHTEPHETI.

1. ITonin na rpynu (1 xB)

e Kuac ginurecst Ha xomMauau o 3—4 ocodu.
o KosHa rpyna orpumye 3 npukiaau (HaJpyKoBaHi abo MMOKa3aHi Ha eKpaHi):
1. CopassxHs cTopiHka 6aHKy a00 Mara3uHy (Hampukias, oginiiiHa naHenb
BXOJ1Y).
2. ®anpmmba phishing-cTopinka, 1yxe cxoxka Ha CIIPaBKHIO.
3. Phishing-nosigomiienns (SMS/e-mail Bif ,,kyp’epcbkoi KOMIaHii” uu
,,0aHKY”’) 13 IPOXaHHSIM HAaTUCHYTHU Ha JIIHK a00 BBECTH JaHi.
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1. CnpaB:kHsl cTOpPiHKa 0aHKY/MarasmHy
(Odpiniiina manenb BXOAY — IPUKIIAT)

3aroJoBok: ,,Bank Polska Online — VBiiitu”
Anpeca cropinku (URL): https://secure.bankpolska.pl

Burasna:

e Jloro 6aHKy y BEpXHbOMY JIIBOMY KYTi.

o IlpaBopyu — omis 3miau MoBu (PL / EN).

o [lons Bxony: ,,Inentudikarop” + ,,Ilapons”.

o IkoHka 3amka y Opaysepi (3eneHa abo cipa).

e HwxHiii KOJIOHTUTYI 13 FOPUAMYHOIO iHpOpMaIIi€to Ta JiHKamHu: ,,[IpaBuna”,
,JlomTrka KoH(DiTeHIIIHHOCTI”.

EjieMeHTH aBTEeHTHYHOCTI:
e Agnpecay 1oMeHi OaHKY.

e SSL-ceprudikar (https:// + 3amoK).
e BincyTHicTh MOMHIIOK, IPaBUIIBHA MOBA.

2. ®anpmuBa phishing-cropinka
([yxe cxoxa Ha CIIPaBXHIO)

3aroJoBok: ,,Bank Polska — Bxix”
Anpeca cropinku (URL): https://bankpolska-login.secure-info.net

Burasna:

e Cxoxe 510ro 0aHKy (TPOXHU PO3MHUTE, TipIIa AKICTD).

e Cropinka Maiike iIeHTUYHA, ajle HeMa€ OMIIil 3MIHHU MOBH.

o [lons BXomy Taki , aje KHOIKA ,,YBIUTH 1HIIIOTO KOJIbOPY.

e Bincyrniit SSL-ceptudikar abo 3aMOK nepeKpecieHnit/9epBoOHUI.

e YV HIKHbOMY KOJIOHTUTYJII HEMAE JIIHKIB Ha MpaBUJIa UM MOTITUKY KOH(1IEHIIITHOCTI.

Os3Haku (panbIIKMBOCTI:
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o JlomeH Bipi3HS€ETHCA BiJ ODimiifHOTO (JIOAATKOBI CIIOBA, HE3BUYHE 3aKIHUCHHS).
e Yacro npuxoBaHa MOMUJIKA y Ha3Bl JOMEeHY (Hanpukia, ,,banlkpolska.pl”).
e [HOI CIIMBAE BIKHO 3 IPOXAHHSM ,,0HOBUTH JaHi”.

3. Phishing-noBizomienns
(SMS ab6o e-mail Bix ,,Kyp’epchKoi KOMIIaHii” 4u ,,0aHKY )

Hpuxaag SMS:
,,BaIa rmocmika yekae Ha otpuManHs. Jlorarite 1,99 zt, mo6 ii orpumatu: https://inpost-
paczka-secure.net”

IIpukaan e-mail Bix ,,0aHKy”:

Tema: ,, TepminoBo! Bamr akayHT 3a0J10KkOBaHO”

Tekcr:

,,Jllanosuuii Kimienre,

MU BHUSIBIJIM HE3BHUHY aKTUBHICTH Ha BamoMy akayHrti. [1]o6 po36iokyBatu nocry,
HATUCHITH MOCUJIAHHS HUXKYE 1 YBIMITh:

VBiiiTu 3apa3

SIK1o0 BU He MATBEpAUTE JaHi MPOTIToM 24 roJiuH, akayHT Oye 0CTaTOYHO 3a0JI0KOBaHUMN.”

Osnaku migo3pimnocri:

e Tuck yacy (,,ipoTsirom 24 ronun”).

o JIiHK Bese HA IHIINH TOMEH.

e MoBHI MTOMUJIKK 200 TUBHI (POPMYITFOBAHHS.
o HeouikyBaHi mpoxaHHs BBECTHU JaHI.

2. lonomizkHuii incTrpymenT — ,,KapTka 10 monepexxyBaabHux curnaiiB phishing-y” (2
XB)

KoxHa rpyna oTpumye KapTKy 3 MepesikoM HalqacTilUX CUTHAMIB!

Ne IHonepeakyBanbHUH CHTHAJ

[Tomuiku y cnoBax, AUBHA aJipeca CTOPIHKH (HapHKIIaL, ,,paypal.com” 3amicTh

1 ,»paypal.com”).

2 BiacytHicTs ,,https://” 1 3aMKa B aipeCHOMY PAIKY.
3 Anpeca e-mail BiampaBHUKa BUTIISAAE MiN03P1I0 (HAPUKIIA]], BUIAJKOBI CHMBOJIIH).
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° IMonepemkyBajJbHUA CUTHAJI

[ToBimoMIIEHHST MICTUTh MOBHI IIOMUJIKH, HE3BUYHUHN IpUPT ab0 auBHE OpMaTyBaHHS.
ITorpo3u a6o Tuck vacy (,, K10 He HaTUCHEI, aKayHT Oyze 3a0o0koBaHo!”).

OO6insgHKa BUTpaIly, MOAAPYHKY Y CyIep-aKilii 6€3 TpUIrHH.

Jlinku BexyTh Ha HEBIJIOMI JOMEHHU a00 calTH O€3 KOHTAKTIB.

[IpoxanHs BBeCTH 1apoJii, HOMEpP KapTKu a00 0COOUCTI JaHi.

OCD\ICDU'I-DZ

Bxnanenns y HeBijoMmomMy ¢dopmari, 0coOJIUBO .€xe, .ZIp.
10 HeszBuune noro uu rpadika, IHIINI BUTIISLA CAaUTy, HIXK 3a3BUYail.

3. 3aBpanns nus rpyn (8-10 xB)
KoxHa rpyna aHamnizye Tpu IpHUKIIAIH Ta:

1. BwusHauae, sIKi TOBIJOMJICHHS/CTOPIHKH CITPaBKHi, a siki phishing.

2. Tlo3nauae Ha po3ApyKiBIi a0 y TabIUIll IOTIEpEKYBalIbHI CUTHAIHY (32 HOMEPAMU 3
KapTKH).

3. Bxkasye emoliii, siki HaMaraeTbcs BUKJIMKATH 1axpail (cTpax, MoCIixX, BUTpalll,
BITIYTTSI OOOB’SI3KY).

4. ®opmyiroe MPaBUJIO 3aXUCTY, SIKE JOMOMOIIIO O YHUKHYTH I[HOTO MIaxpaicTBa

(HanmpuKian, ,,3aBXKIU MEPEBIPSIO aApecy CaluTy”, ,,He MEPEeXOKy 3a JIIHKaMH 3
SMS”).

Tadauus AJIA 3AlIOBHCHHA

Ipuxaan ChnpaBxHs un ITonepemkyBaabHi Ak
MOBiIOMJIEHHSI/CTOPIHKHU daabmuBa? curHajm (Ne 3 KapTKM) 3aXUCTUTHCA?
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Mpuxaan CnpaB:KHS Y4 IHonepemxxyBajbHi Sk
NOBIIOMJICHHSI/CTOPIHKHU ¢panbmmBa? curHajm (Ne 3 kapTku) 3axucTuTucs?

4. Ilpe3enTauis pe3yjbTartiB (4—5 XB)

o KosHa rpymna npe3eHTye OJuH NpUKIIa, SKUH 31amacs il HallikaBiuM abo
HaCKJIaHIIIUM [T pO3Mi3HaBaHHS.

e YuuTenb 3anMcye Ha AOUII HayacTille 3rajyBaHi MONepe KyBalbHI CUTHAIIH,
CTBOPIOIOYH CHIUIBHUH ,,CIUCOK MIPAaBUJ OHJIAHH-0e3neKu”.

5. Hincymok BnpaBu (1-2 xB)

e Phishing yacto Burnsgae npodeciiftHo 1 JOCTOBIPHO, TOMY JIETKO MOTPANUTH B ACTKY.
e OCHOBHI IIpaBUJIa 3aXUCTY:
1. Hixonu He BBOJKY apoJIl YU HOMEPH KapTOK MICI/I HATUCKAHHS Ha JIIHKU 3
MIOB1IOMJICHbD.
2. Tlepesipsto ampecy cailTy i BiAIIpaBHUKA MTOB1TOMIICHHS.
3. He niro mig THCKOM Yacy — 3aBXKIM MOXHA NEPEBIPUTHU CIPABY 1HIIUM
croco0oM (Hampukia, 3arenedoHyBaBIIN 10 0aHKY).
4. SIxmo mock BUTIIAAAE Mi03P1SI0 — Kpallle He HaTHUCKATH.

4. Muckycis: Ak 3axumaruca Big phishing-y Ta maxpaiicts y mepexi? (810 xB)

1. b guckycii
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e YCBiIOMHUTH, YOMY HaBiTh 00EpEXHI JIOAX MOXKYTh CTAaTH kepTBaMu phishing-y.

e 3p0o3yMITH, SIK €MOIIii, TOCIIX 1 BIICYTHICTh MEPEBipKHU iH(POpMaIIii 1oroMararoTh
KiOep3JI0UMHIISIM.

e BupoOutn npakTH4HI MpaBuiia OE3MEYHOTO KOPUCTYBAHHS JIIHKAMH, MTOBIIOMJIICHHSIMHU
1 caiftamu.

2. ba3oBi 3anuTaHH 10 YYHIiB

e UYomy Oararo mnrojiell HATUCKAIOTh Ha (alIbIIUBI MOBIAOMIICHHS], HABITh SKILO BOHU
BHIJISLIAIOTH TT103PUTAMU?

e SIki eMoriii HaifuacTille BUKOPUCTOBYIOTh KiOEp3/I0unHIIl (CTpax, HiKaBiCTh, MOCMIX,
OakaHHS BUTPATH)?

e Uu Bci niHKH Bix ,,Apy3iB” O6e3neuni? YoMy HaBiTh akayHTH JIpY3iB 1HOJI MOKYThb
HAJCHIATH (aTbIIUBUN KOHTCHT?

e Sk MOXHA MEpPEBIPUTH, UM CAUT CIIpaBKHIK (Harpukian, https, ceprudikar,
BIJICYTHICTh TOMUJIOK y Ha3Bi, oiniiHUIA qoMeH)?

e Uu moxyts fake news OyTu nepmumM KpoKoM J10 axpaiicTBa (Hanmpukia, GparabuInBi
HOBHHH TIpO KatacTpodu, oTepei, akuii)? Ak mparrroe nei mexanizm?

3. Horumno.a10104i 3aNIMTAHHA AJI51 AUCKYCil

o UYpu 3aBxau Oe3reyHo HATHCKATH Ha JIHK, AKIIO ITOBIAOMJIECHHS HAOIHIIIIO Bif
3HailoMoro? (HarpuKJaj, 3JaMaHui akayHT HaJCUIIa€ 3apaKeHl MOB1IOMIICHHS).

e Yomy KiOep3I04HHIII YacTO JOJat0Th ,,TEPMIHOBI MONepeKeH s~ a0o ,,aKIii 3
00OMeXeHUM yacoM™, 11100 MM HaTUCKaJIM IBUIKO i 6e3 po3aymiB?

e Yu KoXKeH BUrpall B IHTEPHETI cripaBxHii? SIKi ,,uepBOHI npanopui” BKa3ylOTh HA
axpaicrso?

e JSIK BiApI3HUTH CHPaBXKHE MOB1IOMJICHHS BiJl OaHKY UM Kyp €pChbKOT KOMITaHi1 Bij
¢danbmmBoro?

e IIlo poOuTH, SKIIO BUIAJKOBO HATUCHYJIH HA JIIHK YM Nepeaaiu faHi maxpasm? XTo
MOK€E JIOMMOMOTTH y TaKii cuTyarfii?

4. MiHi-aHai3 — KOPOTKi NPUKJIAAM 1JI1 00T OBOPEHHS
VYuurenb Moxe 1noka3aTi 2—3 GiKTHBHI MOBiIOMIIEHHS (PO3pYyKiBKU ab0 craifn):

1. ,.TepminoBo! Bam akayHT Oyze 3a0J10KOBaHO MPOTATOM 24 TOJMH, HATUCHITH TYT 1
MiITBEpAbTE CBOI AaHi!”
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2. ,J'eii, IOOMBHCH 1€ BIIEO — II€ TH? @ [iHK]” (TOBIIOMJICHHS Bl aKayHTa
3HAOMOT0)
3. ,,Bu Burpamu cmaprdon! Orpumaiite npus, HaTUCHYBIIN HA TIOCHJIAHHS HUKYE.

b

3anuTaHHAg:

e SIki eMoOIIi1 BUKITHKAE TI€ TTOBITOMIICHHS?
e [llo B HOMY BUTJIAAE TA03P1IIO?
e JSIk mpaBWIBHO BiJpearyBaTH y Takiid cUTyamii?

5. BucHoBKHM aucKycii — ,,30/10Ti npaBuia 0e3nexkn”

Ha ocHoBI BignoBiael yuHiB 1 aHANi3y NPUKJIAIiB YUUTEIh CTBOPIOE CIIMCOK MPaBHII (Ha
nomri abo ¢urimuapTi), HAMPUKIIAI:

1. 3apxau mepeBipsro BiANpPaBHUKA — HABITH SIKIO IMOBIIOMJICHHS BiJl 3HAOMOTO.

2. He HaTuckaro Ha JIIHKY 3 HEBIJJOMHX JDKEPET Ta HE BIKPUBAIO MiI03Pii BKIAICHHS.

3. Tlepesipsio aapecy caliTy — CIIpaBKHi CEpBICH MalOTh MPaBUJIbHUIN JJOMEH 1 3aMOK
,Hhttps://”.

4. He noBipsito ,,HECTIOIBAHUM aKI[iIM™ 4H ,,BUTpaliaM 0e3 MPUIUHUA — HIUYOTO HE

MPUXOAUTH OE3KOIITOBHO.

He niro y nocmixy — maxpai Xo4yTb, 11100 MU HaTHCKaJlu 0€3 po3IyMiB.

6. VY pasi CyMHIBIB IIUTAO JIOPOCIIOTO, OaHK, CeIianicTa ad0 MePeBiPSIO MOBITOMIICHHS
Ha oQiLifHOMY cailTi.

o

6. ITincymok yuurens (1-2 xB)

o KiGep3mounHili BAKOPHCTOBYIOThH €MOIIii Ta JA0Bipy, 1100 Hac omrykatu — phishing
MPALIIOE HE TOMY, 1110 XTOCh ,,HEYBRXHUI’, @ TOMY, 1110 BiH JJOOpe CIJIaHOBAaHUIA.

e XepTBOIO MOXE CTaTH KOKEH, ajie 3aBIsIKH 00EepPEKHOCTI, TepeBipill iHGopmarrii Ta
YHUKaHHIO BUIIA/IKOBUX KJIIKIB MU MO>KEMO ce0e 3aXHCTUTH.

o Fake news yacto € mepmmmM KpoKOM JI0 IaxpancTBa, 00 CTBOPIOIOTH CEHCAIII0, IO
320X04y€ HATUCHYTH ¥ BeJie Ha ¢anbimBi phishing-cropinku.

5. Higcymok i pedaexcis (7-10 xB)
1. InauBinyaabHa peduekcia — 3akinuu peyenHsi (3—4 xB)

KoxeH y4ueHb oTpuMye apKyil abo KOPUCTY€EThCS 30LIMTOM 1 3aBEPILYE PEUCHHS:
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e 3 3po3ymiB/3po3ymina, mo phishing...”

e, HaiiGiabm migo3piauM y GabiiBUX MOBIIOMJICHHSX €...”

e Jlepm HiX HATUCHYTH Ha JIHK, 5 IEPEBIpIO...”

o, II{o6 3axucTuTH CBIili akayHT, 5 Oymy...”

e (OmIioHANTBLHO) ,,SIKIO BUMAIKOBO HATUCHY HA M1O3PLTUH JIiHK, S TOBUHEH...”

Y4uTenb miIKpecIioe, Mo HeMa€e HepaBMIIbHUX BIAMOBIECH — BIpaBa JI0IoMarae nepeBecTH
3HAHHA y IPaKTHYHI 3BUYKH.

2. Koporkmuii 06mMiH 1ocBigom (2-3 xB)

e VYuHi, 5IKi XOYyTh, YATAIOTH CBOI BiAMOBi/I (200 BUMTEIHh 30Mpae aHOHIMHI KapTKH Ta
3a4nTy€e BUOpaHi MPUKIAIN).
e Jluckycis 3a 10IIOMOI'OK0 3alIUTaHb:
o Yu moBTOpIOBANMCS Ballli BiNOBIIi?
o Slxe mpaBuio 3axucty Bix phishing-y 3ragyBanocs Haiiuacrime?
o Ywu 3’sBuIKCS HOBI 171€1, SIK1 BapTO 3amam’TaTu?

3. CninnbHMI CIHCOK —,,5 (200 OliIb1IE) MpaBHJI 0e311€YHOr0 KOPUCTYBAHHS JIHKAMH i
caiitamu” (3 xB)

Ha nomiii abo ¢uimyapTi CTBOPIOETHCS CIIUTBHUIMA CITUCOK MpaBwil 0e3nexu. [puknaam:

1. Hikosu He BBOIXKY IapoJii Y HOMEPU KapTOK Yy MI03pIIuX JiHKaX abo micis
nepexoay 3 e-mail/SMS.

2. TlepeBipsto TOUHY aapecy cailTy (BiACYTHICTbh NOMUJIOK y CIOBaX, NPaBUIbHUN
JIOMEH, ,,https://” 1 3Ha4OK 3aMKa).

3. He Haruckaro Ha HecrnoiBaHi MPOMO3HIIIi BUTpaILy, JOTepei, ,, TepMiHOBI

MOTepePKeHHs” — CIIOYaTKy MepeBipsto iX B oiliiMHUX JKepenax (Hanpukiaj,

BXO/DKY B OaHK Bpy4HY, TeNE(POHYIO Y Kyp €pCbKY KOMIIaHIO).

He niro nocnixom — maxpai Xo4yTh, 1100 MU KJIIKaJIl IMITYJIbCUBHO.

KoHcynbTyro mijo3piii moBiioMiIeHHs 3 OaTbKaMH, yIUTeNIeM abo CIIelialiCTOM.

(omnuioHanbHO) BUKOPUCTOBYIO aHTUBIPYC, OHOBIIIOIO CUCTEMY Ta MapoJi — 1ie

JOJATKOBUH 3aXUCT BiJl aTakK.

o ok

(Cnncok MoxHa choTtorpadysaT abo nepenucaT B 30LIMTH SK ,,[[paBuiia 0e3rneqHoro
KOPHUCTYBaHHS JIIHKaMH 1 caiTaMu’”).
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4. Ilincymok yuntes — piHanbHe moBizomiaenHns (1-2 xB)

e Phishing — e maxpaiictBo, 1110 0a3yeThCs Ha EMOIIISX 1 JOBIpi — HABITH TOPOCII, SAKi
100pe 3HAIOTHCS Ha TEXHOJOTISAX, 1HO/I1 CTAIOTh )KEPTBAMHU.

o HaiiBaxxiuBimie mpaBuIo: SKIIO MOCHh BUTIISIAE T1I03P1I0 Y HAATO A00pe, Mmoo OyTu
MpaBIOI0 — HE KITIKal, He TIepeiaBaid 1aHi, IepeBip IKepeo.

o besmeka B Mepeki 3aJIeXKUTH Bl YBAXKHOCTI KOKHOTO 3 HAC — Kpallle 3aluTaTH,
MEePEBIPUTH UM 3aYCKATH, HIXK BTPATUTH J1aHi a00 TPOIIIi.

(Ypox MOKHA 3aBEPIIUTH KOPOTKUM YCHUM KBI30M 200 3alIUTaHHSM: ,,SIKe OJTHE TIPABHUIIO BH
3armamM’siTaeTe Ha MailoyTHE?” — y4H1 BIAMOBIIal0Th OJIHUM CJIIOBOM 4H (hpa3oro.)

6. CJ10BHUK MOHATH

IousTrs Busnauyenus
Crnpo0a BUMaHIOBaHHA JaHUX (JIOT1HHU, apoJii, OAaHKIBCHKI JJaH1)
Phishing 4epe3 (hanbpIIMBi OBIIOMIICHHS, BUaBaHHs ceOe 3a HaliiHi
YCTaHOBH.

Be6caiir, o imiTye odiniiHUI caliT 0aHKy, Mara3uHy, CEpBicy 3

dajbpmMBa CTOPIHKA . .
METOI0 KpaJl’KKH JJaHUX a00 rporei.

Hesinpopmanis y Bukopucranss ¢anpmmBux nosigoMieHs abo fake news s Toro,

phishing-y 100 3MYCHTH )K€PTBY HATUCHYTH Ha JIIHK Y 3aBaHTAXKUTH (aiii.

. Oco0a abo rpyma, 1110 BAKOPUCTOBY€E METOIU I1axXpaiicTBa B

Ki0ep3nounnensn . 0 Tbyra, I p Y . p
IHTEepHETI U1 OTPUMAaHHS JTaHUX YH TPOLICH.

Caiity i1 agpecH, 110 TOYHMHAIOTHCA 3 ,,https”, MalOTh MpaBUILHUN
b 9

Be3neuni jginku . ) )
JIOMEH 1 TIOXO/ISITh 13 IEPEBIPEHUX JIPKEPET.

7. MeToau4yHMii NOCIOHUK 1JI151 BUMTEJISI
1. IlinroroBka marepianiiB
o Ilpukiaaau:
o BukopuctoByii nume GpikTUBHI MoBigoMiIeHHs i phishing-cropinku, cTBopeHi

CHeIIaJIbHO JIJIS 3aHSATh, 100 YHUKHYTH PU3UKY HATUCHYTH Ha CIIPABXKHI JIIHKU
YU PO3KPUTH JaHi.
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o Moskna Opatu 3a OCHOBY peaibHi ataku phishing, ane 3miHION Ha3BH,
norotunu, aapecu URL tak, mo6 BoHM Oy HEWTpabHI i OCBITHI.

o He noxka3yii peaqbHUX TaHUX KOPUCTYBauiB, HABITh AK MPHUKJIAL — 30epirai
MMOBHY aHOHIMHICTb.

o PizHOmaHiTHICTH MaTepianiB:

o IligroTyi CKpiHIIOTH CTOPIHOK BXO1y, e-mail crioBimenb, SMS, pexiiamu y
COIIMEPEKaX.

o MoskHa 1o1aTH eIEMEHT 1HCIIeHI3allli — pO3irpaTH CUTYaIlit0, KOJIU XTOCh
OTPHUMYE Ti103pisie TOBIJOMJICHHS, a IHIII ITYKalOTh MPAaBUIbHY PEAKIIIIO.

o [Ilokaxwu pi3Hi popmu phishing-y: knmacuunuii e-mail, ¢panbiuBi akiii, TIHKA
BiJT ,,JIpy3iB”, IOCTH y COIIMEpEkKax, (PalbIINBI 3aCTOCYHKH.

2. IlpoBeneHHs1 3aHATH

e BianpaBna Touka:
o Ilounu ypox i3 BiAKpUTOTO 3aIUTaHHS, HATPUKIIA: ,, YU XTOCH 13 BaC KOJIH-
HeOy/lb OTPUMYBaB MOBIJJOMJIEHHS, sIK€ BUIIIA 10 migo3pino? 1o B Hbomy
BacC HaCTOPOXKUI0?”
o [Ilepexomnaiics, 10 po3MOBa HE MPU3BOIUTH 10 BUCMitOBaHHA — phishing Moxe
TOPKHYTHUCS KOKHOTO.
e  Mini-nekmis:
o [Ilomaii kopoTki O110kM iH(oOpMarii (Makc. 2—3 XB) 3 IepepBaMu Ha 3alIUTAHHS
YUYHSIM, 1100 YTPUMYBaTH IXHIO yBary.
o BuxopucToByil IpoCTI NpUKIAAN i 3p03yMIUTy MOBY — YHUKaH HaJJIUIIKOBOI
TEXHIYHOI TepMiHOJIOT1].
o [IlpaxkTuuni BnpaBu:
o Amnani3 ¢anpIIMBUX CTOPIHOK 1 MOBIAOMIIEHb Ma€ OyTH Oe3neyHuMm (6e3
aKTUBHUX JIIHKIB).
o Y4HI HOBUHHI MaTH MOXJIUBICTb [T03HAYATH CUTHAIN HeOe3neku (HalpuKia,
MapKepoM Ha po3ApyKiBKax abo Ha IHTEePaKTUBHIM JOMIII1).
o Jlait yac Ha 0OMiH BUCHOBKaMH, 11100 Y4HI MOTJIM IOPIBHATH CBOI
CTIOCTEPEIKEHHS.

3. MoaepyBaHHs1 TUCKYCil

e 3a0xouyi yuHiB HAaBOJUTH MPUKJIIAIN 3 BIACHOTO KHUTTA a00 icTOpii, MOUyTi Bif
POAVHYU 1 3HAHOMHX.

o Ilinkpecnroit, mo HixTo He 3axuiieHuit Ha 100% Bix maxpaiicTBa — >KkepTBaMHU
phishing-y cratots HaBiTh IT-daxisii 3 Oe3mnekw.

o IIpaBuno: ,,He BucMitoeMo, a aHaNI3yeMO™ — pearyi, SKIIO y KJaci 3’ ABISIOThCS
HACMIIIKY HaJ CUTYallIIMU 1HIIUX.
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e MokHa 3aCTOCYBAaTH TEXHIKY ,,3alIUTaHHS JI0 KJIACy’: 3aMICTh OI[iIHIOBAHHS BiJIMOBI/I,
MUATAaTH ,,Yn XTOCh Aymae iHakme?”, ,,Yu € iHmmi crocid BupimeHHs?” .

4. 3a0e3neyeHHs Oe3me4HOI aTMOC(hepu

o [ligkpecnroii, mo phishing — 11e 3;1104MH, a He BUHA JIIOUHH, SKa OTPaNuiIa y MacTKy.

e SIKIIO XTOCH MOUINTHCS TOCBIZIOM OyTH KEPTBOIO IIaXPalCTBa, BUCIOBH MIATPUMKY
Ta BU3HAHHA 332 CMUINBICTH PO3MOBICTH 1CTOPIIO.

o IlosicHu y4HsM, O HAWKPAIIMI 3aXUCT — 1€ 3HAHHA, @ HE COPOM: UMM OLIbILIE MU
3HAEMO IIPO IIaxpaiicTBa, TUM Kpalie MOXKeMO ce0e 3aXUCTUTH.

5. BuxoBHa MeTa ypoOKYy

o ®dopMyBaHHS:

o YCBiTOMJICHHS ITU(POBUX 3arpo3, MoB’s3aHux i3 phishing-om i panpmmBumMu
CTOpIHKaMH,

o 3BHYKH MEPEBIPATH JIIHKU 1 BIAMPABHUKIB MTOBIIOMIICHB TTEPE]] THM, SIK
HATHCKATU Y1 BBOJIUTH JIaHl,
CTIMKOCTI 10 MaHIMyJIALIA eMOLisIMH (CTpax, MOCIIX, palTOBI HArOPOIN),
MO3MLI{ B1INOBIJAJILHOTO KOPUCTYBaya IHTEPHETY, SIKUI 10a€ He JUIIe PO
BJIacHYy O€3MeKy, ajie i MmonepeKae 1HIIUX Mpo IaxpaicTaa.

6. lonaTkoBi npono3uuii 1J1s po3LIMPEHHS] YPOKY

e JloMaluHe 3aBJaHHSI: Y4HI 30UparoTh 3 NpUKIaau GaablIMBUX TOBIIOMIIEHS (3
IHTEepHEeTY a00 BUTaAyIOTh BJIacH1 (PIKTHBHI) 1 HA HACTYITHOMY YpOIll aHAJI3YIOTh iX Y
rpymnax.

e MiHi-npoeKT KJIacy: CTBOpEHHs IUIakaTa ,,10 monepemxyBanbHUX cUTHaNIB phishing-
y” abo ,,SIk mepeBipuTH, YU CalT Oe3neuHmii?”’, TKU MOKHA PO3MICTHTH Y IIKOJII.

e CumyJasuisi phishing-araku (6e3me4yna): yauteiab TOTye KOPOTKE ,,(pasbiinBe
MOBIIOMJIEHHST’, @ YUH1 MalOTh BKa3aTH BCl CUTHAJIH, 110 1Ie IIaxpanicTBo.

8. OceiTHi Ta daKTUeKiHIOBI TKepeia
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EDMO - European Digital Media Observatory
https://edmo.eu

Europol — Cybercrime
https://www.europol.europa.eu/crime-areas-and-trends/crime-areas/cybercrime
EUvsDisinfo

https://euvsdisinfo.eu

Niebezpiecznik.pl (PL)

https://niebezpiecznik.pl

Demagog.org.pl (PL)

https://demagog.org.pl

Manipulatoti.cz (CZ)

https://manipulatori.cz

Hoax.sk (SK)

https://hoax.sk

StopFake.org (UA)
https://www.stopfake.org/en/news/

NolS
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